Executive summary

DIGITALEUROPE welcomes the draft Guidelines on the use of codes of conduct (CoCs) for the purpose of transferring personal data to third countries published by the European Data Protection Board (EDPB).¹

Data transfers are part and parcel of a functioning modern economy,² and it is vital for industry to be able to rely on the full set of transfer mechanisms established by the General Data Protection Regulation (GDPR).³ We believe, in particular, that CoCs can bolster best practice, improve the public’s understanding of data transfer requirements, and improve enforcement.

In this context, we commend the draft Guidelines’ practical approach, which allows stakeholders to duly consider the necessary aspects needed to develop CoCs for transfers.

In particular, we welcome the explicit recognition that CoCs can address common needs of more than one sector.⁴ As we have consistently argued, this approach can facilitate scalability of solutions to common data protection problems encountered across different industries and activities.⁵ Similarly, the recognition that existing CoCs can be amended to include transfer provisions,


⁴ Para. 6 of the draft Guidelines.

consistent with Art. 40(2) GDPR, will promote due consideration of transfers under this tool.⁶

In our comments we focus on minor areas where we find the final Guidelines should still be improved. Notably:

- Recognising that CoCs can adhered to by data exporters alone, and not necessarily also by data importers;
- That, subject to all other relevant criteria, monitoring bodies need not necessarily be headquartered in the EU; and
- That CoCs for transfers can also be purely national in nature, depending on the needs of the relevant processing sector.
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⁶ Para. 13 of the draft Guidelines
Who can adhere to a CoC

We welcome the draft Guidelines’ explicit statement that CoCs do not necessarily have to be adhered to both by data exporters and by data importers, including those not subject to the GDPR. This allows importers to adhere to a CoC without the need for exporters to do so themselves. This stems from Art. 40(3) GDPR, and supports the use of CoCs as not simply a copy of existing binding corporate rules (BCRs) or standard contractual clauses (SCCs) but as an independent transfer mechanism. This will be of particular advantage to SMEs, who may lack the resources necessary for drawing up and implementing BCRs and SCCs.

It should also be noted, however, that CoCs can also be adhered to solely by data exporters, be they controllers or processors, provided they offer binding and enforceable commitments to apply the identified appropriate safeguards. Indeed, this seems to be the primary scenario envisaged under Art. 40(2) GDPR.

By contrast, the draft Guidelines appear to assume that CoCs are ‘in part, or as a whole, more specifically designed for third country controllers/processors.’ While a CoC will obviously need to provide appropriate safeguards for the specific transfers it covers, in theory nothing prevents these safeguards to be put forward solely by the data exporter, who must in any event back up such safeguards with binding and enforceable commitments. This assessment is contingent on the specific types of processing and transfer situations addressed by a given CoC.

In light of this, the final Guidelines should recognise at Para. 11 that CoCs – depending on the specific types of processing and transfers they cover – do not necessarily have to provide for direct actions and commitments by data importers but can also take the form of appropriate actions and commitments undertaken by adhering data exporters.

Monitoring bodies

The draft Guidelines appear to require monitoring bodies for CoCs valid for transfers not only to be headquartered in the European Economic Area (EEA), but also to ‘be able to control the monitoring body’s entities outside the EEA.’

---

7 Paras 7-8 of the draft Guidelines.
8 This is supported by Art. 40(3), which states that adherence by entities not subject to the GDPR can be ‘in addition to adherence by controllers or processors subject to this Regulation.’
9 Para. 11 of the draft Guidelines.
10 Para. 18, ibid.
However, while we believe in most cases this will indeed be the case, there is no requirement under the GDPR for monitoring bodies to be headquartered in the EEA. Similarly, and correctly, such requirement is not mentioned in previous EDPB guidance.\textsuperscript{11}

While it is obviously vital to ensure the monitoring body fulfils all the criteria laid down in Art. 41(2) GDPR, it cannot be excluded that such criteria can be met by an EEA establishment of a non-EEA-headquartered body.

The fact that a specific CoC deals with data transfers does not create a need to restrict the criteria for accreditation of monitoring bodies to EEA entities, as in any event a non-EEA-headquartered monitoring body with an EEA establishment would not be involved in the data transfers covered by the CoC themselves.

**Transnational codes**

The draft Guidelines assume that CoCs used for transfers will need to achieve general validity in the Union in order to be valid.\textsuperscript{12} This, however, has no basis in the GDPR.

While we believe that CoCs inherently benefit from the scale that can be provided by pan-European applicability – and while we urge the EDPB and the Commission to further incentivise the creation and approval of transnational CoCs – a CoC, even if used for transfers, need not necessarily imply transfers involving more than one Member State.

For example, a sectorial association in a Member State may wish to develop a CoC for a particular sector that also includes relevant provisions for transfers. Such CoC would only apply to data processing activities, including transfers, in the context of the activities performed by that particular sector in that Member State. As such, the association should be able to have its CoC approved by the competent supervisory authority without any need to activate the procedure for a transnational CoC.
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